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The electric power system is undergoing a rapid transition toward decarbonization and decentralization. The legacy model of one-way power flow from large, primarily fossil-based generators to consumers on the distribution grid is being upended, driven by the plummeting costs of distributed renewables, battery storage, and smart energy technologies. Residential and commercial utility customers, once simply consumers of electricity, are deploying these distributed energy resources (DERs) at scale alongside project developers, becoming producers themselves in a new, increasingly decentralized power system.

These changes pose a threat not only to the business models of utilities and conventional generators, but to the stability of energy markets and the electric grid itself. At the same time, they offer an opportunity: the flexibility of these new resources and technologies, their low carbon footprint, and their proximity to consumer loads could permanently reduce electricity and infrastructure costs while enabling the power sector to meet ambitious decarbonization targets. In order for this opportunity to be realized, however, legacy retail energy markets must be reformed to allow all distributed resource owners to participate and provide value, regardless of asset size and customer classification. These new markets must achieve for distribution systems what wholesale markets have for transmission systems, which is to align energy prices with real-time grid conditions such that efficient grid balancing occurs as a byproduct of market transactions. In other words, reformed market frameworks are needed to ensure these plentiful distributed resources work together as a symphony, rather than a cacophony, on the 21st century grid.

Blockchain, a technology that allows a network of mistrusting parties to securely transact with each other, has been proposed as a platform to host such transactive energy markets. Blockchain has the capability to bypass existing markets as well as the authority of electric utilities, offering residential and commercial actors a digital platform to directly buy and sell energy with each other, as well as with the utility. It also shares the power sector’s growing ethos of decentralization and democratization, suggesting that it might be the means to transactive energy’s end.

This report assesses the suitability of blockchain for this purpose, as a platform for transactive energy. It performs a first principles analysis of blockchain’s technical attributes in order to align them with the expected needs of a transactive market, regardless of its precise design. Its principal conclusion is that blockchain is not currently well suited for this task, or indeed for hosting any of the primary functions of a real-time energy market, including energy data transmission, financial bids, trades, settlement, price formation, and grid service provision to the utility. While blockchain has many other potential energy-relevant applications for which it may be a far more logical and valuable tool, this does not currently extend to serving as the key platform for transactive energy markets.

This conclusion results from the identification of a fundamental tradeoff, in which blockchain’s disintermediation of a central authority is achieved at the expense of six costs: (1) Efficiency, (2) Scalability, (3) Certainty, (4) Reversibility, (5) Privacy, and (6) Governance. The upside of this blockchain tradeoff has questionable value, and viability, in the context of transactive energy as there exist natural central authorities: public utility commissions, which have statutory authority over retail energy, and the electric utilities they oversee, which are tasked with ensuring the safe, reliable, and efficient operation of the electric distribution system.

At the same time, the costs of blockchain in this particular application are steep. The duplication of data hosting and processing across every node in the blockchain network dramatically limits both capital efficiency and scalability to real-world data and transaction volumes. The consensus methods by which blockchain nodes agree upon the shared transaction ledger rely upon economic incentives for—and the rationality of—its participants, posing risks to settlement finality and the security of the network in the face of hostile state actors. Perhaps most problematic, blockchain faces the opposing obligations of keeping mission-critical electrical and financial data confidential, while making it visible to its fleet of validator servers, which operate outside of a corporate firewall. Moving this confidential data off-chain would eliminate the issue, but significantly reduce blockchain’s role in primary transactive energy markets.

EXECUTIVE SUMMARY
market functions. Cryptographic techniques to allow blockchain to meet these opposing obligations exist, but are in an early stage of research and development. They and their present limitations are discussed in detail in the appendix.

The report makes several policy recommendations, which aim to encourage and focus the development of transactive energy platforms—blockchain-based or not—that are capable of inverting the six costs, meeting specific criteria in these key performance areas for transactive energy. The recommendations include direct financial incentives, such as agency funding and prize-based awards, as well as indirect incentives that clarify the regulatory and commercial landscape for these platforms. They also include the formation of working groups and regulatory proceedings to study the value of transactive energy in light of state-specific policy objectives, such as distribution infrastructure deferral, grid resilience, renewable portfolio standards, and retail market animation, resulting in concrete policy and budgetary roadmaps toward the transactive systems that best meet those objectives.

Importantly, the report assesses blockchain’s suitability as the platform for a real-time transactive energy market. It does not speak to the selective application of blockchain to energy applications in which the six costs have minimal impact, such as those involving less frequent transactions and non-confidential data. Renewable energy credit tracking and energy asset onboarding are two such examples. In sum, this report finds that blockchain should neither be dismissed outright, nor be viewed as a comprehensively disruptive technology or panacea for all energy challenges. Instead, it will likely continue to evolve as an increasingly useful tool for specific applications, building upon (rather than replacing) legacy systems to bring improvements to the function of energy markets as they become increasingly distributed and transactive in the years to come.
1. INTRODUCTION

A pair of technological disruptions are underway today that seem, in the minds of many, destined to join forces to transform the way that electricity is bought, sold, and valued.

The first is occurring in the power sector, where distributed energy resources (DERs) such as solar photovoltaics (PV) are threatening both the operations and the traditional business model of electric utilities. DERs today reduce the revenue that utilities earn from selling power while complicating the power flow on their networks, at times elevating voltages and even reversing the intended flow of electrical current. Many outside of the utility sector are sanguine about this upheaval, seeing it as inevitable growing pains as the industry both decarbonizes and modernizes to accommodate more dynamic and consumer-focused technologies. The most ambitious possible outcome of this transformation is known as transactive energy, or what McKinsey & Company calls “energy eBay.” In short, it comprises a reimagining of the power sector in which end customers become both producers and consumers of energy, empowered to transact with each other as well as with the utility to maximize profit while helping balance the grid. To what extent this vision will become a reality is much debated, but the increasing capabilities and connectivity of consumer hardware such as smart solar inverters, stationary batteries, and electric vehicle infrastructure suggest the building blocks are there.

The second disruption is blockchain, a technology that originated in the financial sector as a means of disintermediating banks from financial transactions. Blockchain enables a set of participants, whether individuals or organizations, to safely transact with each other without investing trust in a central governing authority, such as a financial institution (e.g., Visa or a bank) or platform provider. It achieves this by distributing the storage and validation of a shared transaction ledger to all (or a subset of) participants and using sophisticated consensus mechanisms to ensure that they reach honest agreement on updates to the ledger.

The possibility to leverage this technology at the seams of joint ventures and global supply chains has caught widespread imagination, rocketing the idea to the forefront of media and technology innovation. To date, more than one hundred blockchain use cases are being worked on, and the technology has been promoted in industries as diverse as media, disease control, and fishing. The energy sector is no exception, with incumbent utilities and energy firms as well as disruptive startups pursuing blockchain ventures, ranging in scope from green attribute certificate tracking, to financial settlement for grid services, to transactive energy writ large. The degree to which blockchain shares the transactive energy ethos of democratization and decentralization is unmistakable, suggesting that blockchain might be the means to transactive energy’s

---

4 Disintermediation in this paper means obviating a central authority (for example, a bank or platform provider) by enabling the network of participants to themselves validate, record, and secure their transactions.
end. Government has taken notice, with dockets introduced in public utility commissions, multiple US Department of Energy grants focused on blockchain, congressional hearings, and even the formation of a Congressional Blockchain Caucus, which has shown interest in blockchain’s relevance for the energy sector.\(^7\)

Despite the breathless proclamations emanating from industry, criticism has surfaced as well, marking blockchain’s initial, and expected, evolution along the hype cycle of emerging technologies. Most prominent have been cries over the lack of sustainability of blockchain’s “proof of work” consensus method, which demands vast amounts of computation—and therefore energy use—to guard against malefiance in the network, as well as over the instability of cryptocurrencies.\(^8\) As second-generation blockchains have begun to move away from proof of work, more nuanced criticism has taken aim at blockchain’s suitability for broader applications, questioning its scalability, cost-effectiveness, potential lack of data privacy, and cybersecurity.\(^9\)

These analyses have implications for blockchain’s application to energy, but they offer limited insight because they do not take into account the unique economic, technical, and regulatory concerns of the industry. Conversely, appraisals of blockchain from within the energy industry have not viewed the technology with a sufficiently technical lens, raising questions but few answers as to its applicability, and in some cases underestimating—or misunderstanding—its limitations.\(^9\) Common examples are claims that, as a distributed ledger technology, blockchain makes it faster or easier for distributed resources to submit transactions to the network than traditional centralized platforms, or that blockchain relates to the distributed control often proposed for smart grids.

In fact, blockchains today can support an order of magnitude fewer transactions than other modern platforms, and their distributed ledger control has little relation or contribution to the kind of intelligent grid and energy market management required for transactive energy. Blockchain, though offering a number of significant benefits, is not a panacea. A more detailed understanding of its strengths and limitations in particular use cases—for the purposes of this paper, as a transactive energy platform—can help guide its evolution as it matures and gains greater exposure in real-world, commercial applications. What energy regulators, executives, and investors need is a careful, first principles analysis of blockchain that scrutinizes its benefits and costs against specific needs of the energy industry, in order to evaluate its potential as a platform architecture.

This paper seeks to perform such an analysis.

---


It begins with a review of retail energy today, its limitations, and the opportunities for a future, more efficient, transactive grid. Common designs for a transactive energy market are outlined, along with their core economic and technical challenges. Blockchain’s architecture and key attributes are then presented, followed by its prototypical approach to transactive energy, illustrating the value chain from power generation to tokenization, to downstream market transactions.

The paper then turns to evaluating blockchain’s suitability as a transactive energy market platform, aligning its properties with the needs of transactive energy and contrasting with traditional platform architectures. Rather than paint a straw man perspective of first-iteration blockchain systems that would inevitably be easy to critique, the analysis takes account of advances in blockchain consensus, on- and off-chain scaling, governance models, privacy enhancements, and other extant and prospective innovations.

The evaluation finds that blockchain offers what is termed a blockchain tradeoff for applications, in which disintermediation of a central platform authority is achieved at the expense of six costs: efficiency, scalability, certainty, reversibility, privacy, and governance. The paper characterizes these costs in detail, as well as the innovations that blockchain developers have proposed to remedy them. It argues that the blockchain tradeoff is difficult to justify for some—though not necessarily all—aspects of transactive energy, since decentralization of authority has questionable value (and viability) in the retail energy sector and the costs of achieving it are high, so far. Moreover, microtransactions, smart contracts, and support for third-party application development, often leaned on as selling points of blockchain, may in fact be better supported by traditional platform architectures. This raises, though not insurmountably, the burden of proof for blockchain’s value proposition, which must demonstrate not only viability, but its superiority to proven platform alternatives.

Next, the paper focuses on a core challenge in transactive energy: how to couple the constantly evolving physical state of the electrical grid to transactive market prices, such that social welfare (gross energy consumption value minus production costs) is maximized subject to grid stability. This is a hard problem at the intersection of mathematics, economics, and electrical engineering, to which blockchain—unlike other proposed decentralized architectures—does not yet contribute to solving.11 Even if blockchain does play a role in a future transactive energy market, therefore, it is so far unprepared to play a leading role.

The paper concludes by synthesizing the foregoing takeaways into insights and recommendations for policymakers, insofar as they have the capacity to direct further blockchain innovation in the direction of the most appropriate use cases. Innovation does not occur in a policy vacuum, and so there still exist opportunities to shape blockchain development to address sensible applications.

---

2. TOWARD A TRANSACTIVE GRID

Retail Energy Today

Retail energy features prominently among industries that proponents of blockchain claim the technology is poised to disrupt. Indeed, there is little question that retail energy is poised for disruption. More than twenty years after the first electric monopolies were broken up and competition was introduced in the 1990s, many vestiges of the industry’s origin exist today. Regulated markets, often in lower population density regions, remain monopolies, with single utilities owning the generation, transmission, distribution, and retail sale of bulk power, and earning a fixed rate of return on energy sales and capital investments. In unregulated markets, companies are restricted to owning only a single part of this价值链, or to owning the distribution and retail sale of bulk power in the case of some distribution utilities. Those providing transmission or distribution are regulated by state public utility commissions, similar to regulated markets, while generators and retailers must compete for market share under lighter regulation. In the unregulated setting, energy retailers purchase bulk power, typically through long-term power purchase agreements or real-time wholesale markets, which they then resell to end customers. Wholesale markets optimize the procurement of energy and future capacity, as well as ancillary services—advanced power control necessary to stabilize the grid—and determine the prices paid at each moment and location on the transmission grid.

Retail markets today shield mass market customers from the complexity and risks of wholesale markets. Customers are charged for their use of the grid according to simple monthly rates, whose components can include a fixed charge; a tiered charge based on total kilowatt-hours (kWh) of energy consumed; a demand charge, based on the highest single hour of consumption (primarily for large commercial customers); and a delivery charge levied by the distribution operator. Only in the last several years have utilities begun rolling out time-of-use (TOU) rates, which charge more during the late afternoon and early evening when demand tends to peak, coarsely aligning end user costs with expected wholesale and delivery costs.

While retail customers have benefited from the simplicity and affordability of these rates, they appear increasingly outdated and restrictive in the context of the “modern” grid. DERs such as residential and commercial solar, smart thermostats and water heaters, stationary batteries, and electric vehicles have enjoyed tremendous growth, but current rate structures leave customers limited opportunity to monetize them, for instance by reducing power consumption when it is most expensive. At the same time, wholesale markets are largely inaccessible to residential and small commercial customers, as burdensome requirements on resource size, power metering, year-round availability, and real-time data communication and control present formidable barriers to entry.

There are even more fundamental problems with existing rates from the perspective of an electric utility. In the absence of meaningful incentives, customers consume—and their DERs produce—power irrespective of grid conditions, leading to inefficient behavior at multiple grid scales. At the edge of the grid, excess daytime solar production leads to elevated voltages and reverse power flows, while in the evening excess power demand leads to under-voltage conditions and the risk of transformer overload. Higher up in the distribution network, operators see congestion due to wasteful reactive power demand—the component of electrical power that is required by air conditioners, motors, and other inductive loads but is lost as heat, rather than converted to useful work. At the global network level,
system operators dispatch (often inefficient) fossil generators at breakneck speed to adjust to dips in intermittent renewable production and the load ramps leading up to the evening peak, at times offsetting much of the environmental contributions of the renewables.14

No retail price signals exist today at scale to alert customers of these phenomena as they occur, incentivizing them to modify their behavior to help alleviate the problem. Instead, utilities shoulder the full burden of grid balancing, relying on dedicated infrastructure and reserve capacity contracts, costly investments with low utilization factors. In a vicious cycle, the lack of market access or incentives for grid-responsive behavior inhibit customer adoption of more efficient technologies, which results in a loss for customers, the grid, and public policy goals such as decarbonization.15

Transactive Energy

Transactive energy is a model for the grid that inverts the present one by decentralizing not only the production of energy, but the complex balancing of the grid itself. In this model, customers and their energy assets are empowered to transact with each other and the distribution utility according to real-time, local prices for energy products such as real power, reactive power, and grid support services.16 Importantly, these prices are based on local grid needs as well as participant supply and demand, acknowledging the physical limitations of the network.17 Coupling economic value with physical stability ensures customer capital—DERs and site loads—will act as first responders in grid balancing, depending on leaner, more expensive utility infrastructure only as a backstop.18 It will also, according to transactive energy proponents, drive greater technological and financial innovation, as the vast pool of revenue for grid management is opened up from large operators to all customers, whose earnings are limited only by the tools and business practices they use to manage their energy.19

How these new transactive energy markets will work, what entity will host them, and how exactly they will couple physical stability with economic value are subjects of ongoing research and debate.20 Bilateral trading is a possibility, either peer-to-peer or through a central exchange, but it is not clear how such bilateral trading could take account of the overall state of the electric grid in determining prices, which is essential for delivering system-optimal, rather than simply bilaterally optimal, pricing. Bilateral energy markets have proven inferior to centralized clearing markets for energy, historically.21

Moreover, the physical characteristics of medium- and low-voltage distribution networks—upon which a transactive market would be built—necessitate a full optimal power flow (OPF) calculation in order to produce locational marginal prices: the most economically efficient for electricity markets.22 This calculation, performed routinely by wholesale market operators for the high-voltage transmission system, is the basis of a centrally-cleared market, further suggesting this market design would be most optimal for a transactive system. It was the design chosen in several of the most prominent transactive energy pilots to date, including the Olympic Peninsula Demonstration project in Washington State and the AEP gridSMART® demonstration in Ohio.23

14 Union of Concerned Scientists, Turning Down the Gas in California: The Role of Natural Gas in the State's Clean Electricity Future (August 2018).
19 do Prado, Campos, Qiao, Qu, and Agüero, “The Next-Generation Retail Electricity Market.”
In light of the foregoing considerations, significant research has been devoted to developing a two-sided clearing market similar to wholesale markets but tailored to the distribution system. In this setup, a market engine solves an optimal power flow problem on a recurring basis, which maximizes participant value while meeting distribution system constraints, such as current limits on transformers. Outputs of the process include local prices for energy and reserve products, as well as an optimal power schedule for the network. This real-time market could optionally be preceded by a forward market, in which cleared demand bids and supply offers would financially commit participants to grid balancing behavior, as they do in wholesale markets today. Such obligations would settle according to real-time market prices, based on measurably delivered or consumed energy.

Transactive markets would be administered by a distribution system operator (DSO), analogous to the independent system operators (ISO) that run today’s wholesale markets, which could be a utility, another entity, or a consortium. How the DSO interacts with the ISO, and to what degree it relies on price signals versus active control over DERs in order to maintain distribution stability, remain important questions of grid architecture.

Transactive energy markets will require vastly more data than is involved in distribution operations management today. This includes utility equipment and sensor data throughout the grid, as well as customer financial and electrical data at its edges, likely gathered at a fifteen-minute or five-minute time resolution (consistent with the granularity of wholesale prices today). Capturing...
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this data reliably, efficiently, privately, and securely, while making it available to public markets and the distribution utility in real-time will be an enormous challenge for the hosting platform. Beyond data management, the hosting platform will also be responsible for supporting a range of transactions, from bids and offers for market products to market clearing and settlement activity, the latter made complex by the involvement of utility data. These transactions must be processed at scale, with strict latency, finality, and privacy requirements.

In light of these requirements, some blockchain proponents consider it unrealistic for the technology to host transactive energy markets. According to this view, blockchain is positioned to play a focused role, such as enabling energy asset registration and data access, working alongside more real-time communication, control, and grid-aware technologies to meet the needs of transactive energy. This view is credible, and has been explored elsewhere, but is not investigated in this report.

Other blockchain proponents see the technology more expansively, as the natural platform for hosting transactive energy markets. The decentralized control fundamental to transactive energy is analogous to the decentralized consensus of blockchain, and both share the aim of opening and democratizing markets. Moreover, blockchain has established itself as a secure platform for automating multilateral transactions, including complex contracts and financial instruments. Recent innovations enable blockchains to go further, interacting with external systems and, therefore, the physical world, allowing transactions to trigger—and be triggered by—real world events, such as electric meter reads and the initiation of electric vehicle charging.

Business models and frameworks for blockchain's role in transactive energy vary. Startup Grid+ aims to be a reimagined energy retailer, exposing customers to wholesale prices and providing them the tools to manage their energy consumption and generation effectively; Lithuania-based WePower uses blockchain to crowdfund renewable project finance, in which only forward contracts for energy are transacted; and Electron, a United Kingdom (UK)-based entrant, has created an energy asset registration system, and has begun to develop a more ambitious energy trading platform for balancing electricity markets. The companies whose blockchain approaches are profiled below share Electron's expansive vision for blockchain as the platform underlying the full gamut of energy transactions: consumption and production metering and accounting; energy market bids, trades, price formation and settlement; and grid service provision to the utility. As the use case underlying claims of industry disruption, it is this final, ambitious potential role for blockchain that is evaluated in this report. The findings should thus not be seen as critical against many other intermediate applications of blockchain, or applications in other promising areas that could aid the energy transition.

There may indeed be such a role for blockchains in transactive energy markets of the future. However, this report finds that there are characteristics of blockchains that may prevent them from serving as platforms that can achieve the speed, scale, and security necessary to realize the transactive energy vision. To facilitate a fair and informed assessment, it is important first to understand the basic design of blockchains and the tradeoffs implied by their current design features. While some of these tradeoffs are likely to evolve (or to be eliminated entirely in accordance with computer science advancements), others regard intrinsic structural features that are likely to persist into the future. All these tradeoffs are explored in detail in the sections that follow.

---


3. APPLYING BLOCKCHAIN TO TRANSACTIVE ENERGY

ARCHITECTURE

A Unified Definition

A wide range of technologies self-identify as blockchains today, making a unified definition difficult. The public blockchains that host cryptocurrencies, for example, differ from the Hyperledger family of blockchains developed by IBM, the Linux Foundation, and others to support private commercial applications. Despite their differences, however, these technologies share several key elements which constitute a working definition.

First, all blockchains involve computational nodes, commonly referred to as peers, operated by participants, each of which owns a copy of a shared transaction ledger. Blockchains are broadly categorized as permissioned or permissionless based on whether these peers are on equal footing, particularly with regard to their involvement in reading from, writing to, and validating the ledger. Permissionless, also known as public, blockchains such as Bitcoin and Ethereum grant all peers equal rights to perform all of these tasks. Permissioned, also known as private, blockchains limit the data access or validation privileges of peer nodes based on participant identity or role.

Transactions and Smart Contracts

Blockchain transactions most commonly represent the transfer of a digital token or currency from one set of participants to another. Transactions must be cryptographically signed by any blockchain account that is party to them, which requires access to that
account’s secret key, and therefore cannot be faked or repudiated. Once submitted to the network, transactions are grouped into blocks in order to be validated and added to the ledger; each block contains a cryptographic reference to the one that came before, resulting in the eponymous blockchain.

Beyond simple token transfers, transactions can also trigger what are known as smart contracts: collections of software functions that maintain internal data about participants and their devices. A smart contract might store the number of kilowatt hours (kWh) of energy produced by a solar array, for instance, and expose one function for a smart meter to increment the value and another for the utility to read the value. Typically, smart contracts are stored on the blockchain itself, inside special types of transactions, making them inspectable by participants and immutable. Despite their name, smart contracts carry no intrinsic legal meaning and can be thought of simply as blockchain-specific computer programs.

Peer Consensus

Peer nodes in a blockchain network operate freely and independently of each other. As they receive transaction blocks proposed by other peers, and new transactions submitted by participants, not yet added to a block, they share them with other peers in order to ensure that all are working with the same information. Owing to the latencies in their communication, peers’ versions of the shared ledger may disagree from moment to moment. These differences are reconciled through a consensus protocol, designed to overcome mistakes, honest disagreements, and intentional manipulation. The consensus protocol determines at any given time which node is able to add the next block to the chain, and which peers are assigned to validate that block. The former is called mining, or forging, the block, and can earn the owner of the peer a mining reward, in addition to transaction fees offered by each transaction included in the block. These rewards are paid in cryptocurrency automatically by the blockchain software.

In the original proof of work (PoW) protocol, utilized today by the two largest public blockchains, Bitcoin and Ethereum, any peer is permitted to mine a block at any time, provided it solves a cryptographic math problem based on that block. The term “mining,” in fact, derives from the lengthy, repetitive calculations required by design to solve this problem. Each peer is racing against the others to achieve this first, because the protocol specifies that longer chains are “more valid” than shorter ones, and only the first peer to add a valid block can be confident that their extended version of the blockchain will be accepted by a majority of the others. All peers participating in the mining process are implicitly validators, accepting this role out of the self-interest of knowing that proper validation is the surest guarantee that their own mining efforts will be rewarded through cryptocurrency.

The enormous energy consumption and associated carbon emissions required for PoW (due to the electricity needed to power the underlying computational activity) have been well documented.\(^3\) Less energy-intensive consensus alternatives include proof of stake (PoS) and proof of authority (PoA), in which peers must stake some portion of their cryptocurrency wealth or their network reputation, respectively, in order to forge a block, and lose that collateral if the blocks they propose are not accepted. A notable property that these alternatives share with PoW is a reliance on both the economic incentives offered to validators for honest work and the self-interest of the validators in pursuing those incentives. If a majority of peers fail to follow these incentives for any reason, even briefly, all assurances of ledger integrity are lost.

An example is what is known as a 51% attack, in which one or more validators representing a majority of the computing power in the network (or stake, depending on the consensus method) collude to hijack the blockchain.\(^4\) The conspirators spend all of their wealth on the main blockchain in order to purchase physical goods or services, and then use their validation influence to promote an alternative chain in which the transactions never took place. Renting the resources necessary to carry out a 51% attack on a major PoW blockchain is expensive, but not prohibitive—certainly for state actors—and the cost threshold is lower for blockchains with fewer nodes and less computing power involved.\(^5\)

### The Blockchain Ledger and Distribution of Authority

Two other defining properties of blockchain are the immutability of the transaction ledger and its transparency for validators. Immutability is crucial not only for efficient validation and consensus, but for ensuring that the state of the ledger remains well-defined, as a change to historical state—such as an account balance—could render future transactions invalid. Transparency is a precondition for validation itself since unless a peer can inspect a transaction and its effect on the ledger, it cannot validate it.

From the perspective of blockchain’s design principles, these properties serve a unifying purpose: They distribute the responsibilities of managing a transaction network from a single authority, such as a financial institution or commercial platform provider, to many. These responsibilities include the hosting of data, the computation necessary to process transactions and run applications (smart contracts), and the hosting of staked collateral, all of which are performed by peers. The responsibility of transaction validation is distributed over the potentially smaller set of validator nodes. The costs associated with these shared activities are similarly distributed across the network, borne by all participants as transaction costs.

### The Blockchain Approach

To illustrate how blockchain supports the energy value chain from point of production to downstream transactions, a prototypical flow diagram is presented below. In the example, Alice is a producer, who seeks to monetize her investment in a rooftop solar array. This must be achieved on a daily basis, with minimal involvement from Alice, as few energy futurists consider it realistic for customers to micromanage their energy asset investments, whether it is to day trade energy or negotiate grid services to a utility. It would be a smart software agent, such as an artificial intelligence (AI)-enabled digital assistant, that is managing such transactions, seeking only high-level guidance and permissions from the customer. As an example, the agent may forecast energy usage in the home to procure day-ahead energy and adjust to real-time deviations from the forecast with procurements from the real-time market. Forecasted excess capacity could be bid into a reserve.

---
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Alice begins by purchasing what are known as utility tokens from the blockchain network—tokens required by the blockchain provider for platform access, as a means of charging economic rent. PowerLedger, an Australian blockchain energy startup, requires customers or their retail energy provider to purchase the company's POWR tokens, which are then escrowed in exchange for Sparkz tokens, which can be used to transact. PowerLedger offers Sparkz, which is

after validating the identity of the oracle—the only external software permitted to invoke it—the smart contract function credits Alice's blockchain account for the production. That involves either minting tokens denoting energy and its attributes, such as generator type and carbon footprint, or transferring cryptocurrency equal to their local market value. Most presumptive blockchain platforms use their own cryptocurrencies: PowerLedger offers Sparkz, which is

Alice's PV array produces power, it is measured and recorded by a smart meter (or a smart inverter directly integrated with the array). A software client on the smart meter, known as a blockchain oracle, connects to the blockchain over the internet or a home area network and submits a transaction, registering the meter read. When validated and performed by the blockchain, the transaction invokes a function on a smart contract, passing the oracle's identity, the kWh value, and any other attributes of the solar production as inputs. The oracle is thus a critical part of the digital-physical interface: no matter how sophisticated the blockchain design may be, it means nothing if the physical information (such as meter reads) passed to it by the oracle is not accurate in the first place.

After validating the identity of the oracle—the only external software permitted to invoke it—the smart contract function credits Alice's blockchain account for the production. That involves either minting tokens denoting energy and its attributes, such as generator type and carbon footprint, or transferring cryptocurrency equal to their local market value. Most presumptive blockchain platforms use their own cryptocurrencies: PowerLedger offers Sparkz, which is

Example blockchain transaction flow, illustrating the value chain from distributed power generation through monetization.

Source: Ben Hertz-Shargel
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pegged to local fiat currency, and Grid+ offers BOLT, an aspiring stable currency pegged specifically to the US dollar. By contrast, the Energy Web Chain, a blockchain developed by the Energy Web Foundation (EWF)—a nonprofit consortium founded by Rocky Mountain Institute and startup Grid Singularity—imposes its own utility token but allows application developers to use their own energy and cryptocurrency tokens for transactions.

Assuming Alice is credited with tokenized energy production, she (or her software agent) is free to monetize it in the transactive market. For instance, her agent may sell the energy or its attributes (for example, credits for being low carbon) to Bob's agent in exchange for cryptocurrency. The agent may also sell more complex energy products and services, such as day-ahead energy forward contracts or real-time voltage support, to the utility. Verification of energy services may require additional technical data, such as voltage and power quality, which would be captured by her smart meter. This data could be tokenized along with her energy, which is LO3’s approach, or automatically sent to the smart contract governing the service. Compensation would follow only if the physical data is consistent with the service performance requirements, according to the smart contract’s measurement and verification rules.

Notably, blockchain solutions for transactive energy do not need to address an entire electric distribution system. Privacy-preserving Energy Transactions, or PETra, for example, is a decentralized control framework for transactive energy on microgrids, developed by Vanderbilt University and Siemens.39 Microgrids are self-managing subsections of a distribution system that can operate synchronously with the wider electric power system, or disconnected, as an independent island. PETra uses a private Ethereum blockchain, consisting of a microgrid operator node, prosumers nodes representing participating households, and miners. A smart contract broadcasts bids and offers for energy from prosumers, enabling them to bilaterally transact. The model does not achieve physical-to-economic coupling, however, as the operator node can only control the energy and financial assets in participants’ accounts. This permits some basic account oversight, but does not meaningfully address system stability or data privacy requirements. Nevertheless, it represents an early, microgrid-targeted solution.

There are several options for representing energy data on a blockchain. The first is tokenization: A unique digital token is minted for each unit of energy produced, which is credited to the producer’s blockchain account and from that point on available to buy or sell. The token may include attributes of the energy, such as the generation type, carbon emissions, and power quality, or those attributes may be individually tokenized themselves (the latter is the practice with renewable energy credits today, which are unbundled from the energy commodity). Each type of token would be implemented by a smart contract, which manages token creation, ownership, transfer, and potentially retirement.

Alternatively, energy data may live on the blockchain, but not as a token: It would be maintained either in the state of a smart contract or in the body of a submitted transaction. In either case, the data would be stored and validated by the blockchain but would not exist in a tradeable form. Finally, energy data could be hosted off-chain, in an external database, with only a small, cryptographic hash of the data stored on the blockchain. This hash would enable validation of the externally hosted data without incurring blockchain storage cost and latency but would not enable blockchain-based transactive energy applications to leverage the underlying data.

All of these methods incur ongoing transaction costs, as the submission of data and its access via smart contract are performed through blockchain transactions. Notably, however, the off-chain approach can significantly reduce transaction costs, if hashes of entire datasets are submitted, rather than hashes of individual data.
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4. THE BLOCKCHAIN TRADEOFF

The defining features of blockchain discussed above, and the unifying purpose they serve, are the basis on which one must evaluate whether blockchain is appropriate for any given application. In the context of transactive energy, these features amount to what is termed here the blockchain tradeoff, in which the disintermediation of a central authority from a transaction platform—the fundamental goal of blockchain—is achieved at the expense of six costs, which arise from its defining features. These costs are efficiency, scalability, certainty, reversibility, privacy, and governance, and are summarized later in Table 1.

The degree of each cost varies by blockchain implementation, but never vanishes. For some costs, further innovation may nearly eliminate them entirely, such as if ubiquitous energy-efficient computing is realized in the future and renders concerns about blockchain’s energy use moot. For other costs, the tradeoffs are more structural and are unlikely to be mitigated with further innovation.

The central question in evaluating blockchain as a platform for transactive energy is whether the blockchain tradeoff is justified. That is, is the disintermediation of a central authority from the transactive energy network worth the costs that blockchain incurs? Evaluating each side of the tradeoff, it is difficult to conclude in the affirmative. This should not be construed as an implicit endorsement of alternative models to blockchain, however, such as centralized cloud hosting, many of which will surely also need to improve significantly if they are to prove satisfactory as platforms for transactive energy.

ASSESSING THE UPSIDE: DISINTERMEDIATION

Disintermediation of a central authority has significant value in contexts in which no such natural authority exists. Examples include joint ventures and supply chains, in which the entities involved are mutually mistrusting and might be unwilling to trust—or to pay—a neutral third party. This disintermediation has questionable value in the context of transactive energy, however, as there exist two undisputed and aligned authorities in power distribution: state regulators and the utilities they oversee. Regulators have clear statutory authority, including the responsibility to see that public policy goals pertaining to energy—such as affordability, reliability, or environmental impact—are met. Utilities are required to operate and maintain the grid, to ensure reliable power delivery and receipt (in the case of distributed generation), and to ensure public safety. It is difficult to assert that customers can rely on utilities for the power running through their wires but not the metering of that power, or billing based on it—particularly when there is a century of precedent for it. It therefore seems highly plausible that the utility or another entity designated by state regulators could act as the sole authority for a future transactive energy platform, possibly contracting out implementation or management but maintaining oversight and control. 40 Notably, all three energy restructuring models put forward by the MIT Energy Initiative in its landmark Utility of the Future report feature a centralized market operated by a DSO, recognizing the crucial role this central authority plays in maximizing social welfare. 41

Despite their clear, central role in retail energy, however, utilities have a public relations problem. Accenture has found that upwards of 76 percent of consumers do not trust their local utility, a finding that weighs on utilities’ prospects in a transactive energy future. 42 This sentiment is shared across other sectors as well, in particular toward organizations that have fallen victim to large-scale data breaches. 43 Blockchain offers a dramatic departure from the traditional, centrally managed data model: Rather than entrusting confidential data to individual institutions and relying on their cyber and ethical diligence, data is widely

distributed but encrypted. This model relies heavily on publicly validated cybersecurity techniques, trusting them to hide from hackers’ data that is in plain sight.

If the transactive market is chosen to be a clearing market, rather than a bilateral one, an argument can be made that a conflict of interest arises for a central DSO. By manipulating prices, such as reporting higher prices for consumption than for generation, market value is created that is not retained by consumers or suppliers, and which could instead become monopoly rent captured by the authority. Instead of parallelism, which is the hallmark of distributed systems, what arises is duplication, as the extreme degree of replication in blockchain cannot be justified from a resource efficiency or resiliency perspective, however. In light of this, researchers are investigating whether a technique known as sharding can be imported from the field of database systems.

While the upside of the blockchain tradeoff is questionable, the impact of its costs is considerable.

**WEIGHING THE DOWNSIDE: THE SIX COSTS OF BLOCKCHAIN**

**Efficiency**

Unlike traditional distributed systems, whose resources work cooperatively to solve problems by strategically sharing data and computation to improve the rate of transaction processing, blockchain peer nodes cannot trust each other, and they therefore cannot work together beyond reaching consensus on ledger state. Instead of parallelism, which is the hallmark of distributed systems, what arises is duplication, as the vast network of peers simply replicate each other’s data and computation in order to catch fraud. In particular, each peer holds the entire transaction ledger—which, for Ethereum, exceeded 100 gigabytes (GB) in mid-2018—and performs every transaction, including evaluating every line of every invoked smart contract function. In fact, smart contracts and the software libraries they use must be implemented with extra care to make sure that every peer agrees precisely on their outcome, and execute slower and at more complex cybersecurity risk than traditional software code. This amounts to a significant resource inefficiency issue, as a million computers do the work of one. Notably, it is independent of and in addition to the inefficiency of PoW block mining, which pertains specifically to that consensus method.

Replication has important uses in database systems, where it can eliminate single points of failure and reduce bottlenecks in reading and writing data. The extreme degree of replication in blockchain cannot be justified from a resource efficiency or resiliency perspective, however. In light of this, researchers are investigating whether a technique known as sharding can be imported from the field of database systems.

In a sharded blockchain, nodes would be responsible for only a portion of the overall data, requiring a new distributed form of consensus and a mechanism for deciding which nodes act to verify which data. Even if such an approach proves possible, however, it is unlikely to resolve the resource inefficiency inherent to blockchain fully: the lack of trust between peers necessarily creates friction in the network, including pervasive validation and replication of transactions.

**Scalability**

Platform scalability is of the utmost importance to transactive energy, which involves a tremendous amount of data, from meter readings to bids and trades. Consider a network with a million meters, representing a mid-sized metropolitan area. Assuming that all metered site data, including power and voltage, can be bundled into a single blockchain transaction, and that such readings are submitted every fifteen minutes—adequate
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46 In proof of stake or authority systems, peer nodes may temporarily trust one another in the interest of expediting block validation. However, this is best characterized as an impermanent contingent trust-but-verify system rather than a permanent system of nodes that trust one another by design.


but conservative for a real-time market—the network would generate over 1,100 transactions per second. This number is termed the network’s transaction rate.

A blockchain’s transaction rate is the product of its block size (in megabytes) and block rate—the number of blocks mined, on average, per second. Blocks must be shared rapidly between peers for consensus to take place, but peers are constrained by their internet bandwidth. Elevated transaction volumes can delay consensus, and therefore settlement, in the blockchain, since there is more data that must be shared and processed throughout the network per unit time. They also progressively knock peers out of the consensus process that are unable to handle the data volume.

Blockchains maintain strict limits on block size and block rate to mitigate these issues. As a result, Bitcoin is limited to processing around five transactions per second, and Ethereum twenty per second, two orders of magnitude less than what was required for the example transactive network above. Visa’s transaction rate is typically quoted as around two thousand per second on average and fifty-six thousand per second as a maximum during peak periods. Google handles at least forty thousand search queries alone in this time, not counting email, text, and file transfer transactions, a testament of what can be shared rapidly between peers for consensus to take place, but peers are constrained by their internet bandwidth. Elevated transaction volumes can delay consensus, and therefore settlement, in the blockchain, since there is more data that must be shared and processed throughout the network per unit time. They also progressively knock peers out of the consensus process that are unable to handle the data volume.

Scalability affects permissioned blockchains as well as permissionless ones. The transaction processing speed of the network is proportional not to the number of validators in the network, but to the typical speed of a single validator. Some permissioned chains support private subnetworks of peers, such as Hyperledger Fabric’s channels, whose transactions are maintained and therefore validated independently of each other’s. This can increase transaction rates to a degree, but it is limited by the number of subnetworks, their exclusivity, and the size of the largest subnetwork—which is itself, of course, just a smaller blockchain, and therefore faces the same scalability challenge. Even under optimal tuning, Hyperledger Fabric can handle an order of magnitude fewer transactions than what is required by the example network above.

While already a formidable challenge, the estimated requirement of 1,100 transactions per second does not include the bids, trades, settlement, and other market activity that accompany the raw energy data. These additional transactions magnify the transaction processing requirements of the platform, widening the gap with blockchain’s capabilities. Owing to their likely smart contract complexity, scalability with respect to these transaction types must account for their computational requirements as well as their sheer number.

Blockchain’s scalability challenge has a data storage dimension as well. Peer nodes must hold a copy of the entire transaction ledger, so the greater the ledger grows, the fewer nodes are capable of being peers. As of early 2019, for example, Bitcoin had reached 210 GB, growing at a steady rate of 50 GB per year, and Ethereum had reached 130 GB, at an even steeper rate of 90 GB per year, both consolidating control of the network among only the participants with the greatest resources. In the case of transactive energy, storing all historical energy readings for all customers on the blockchain would be prohibitive. Using an optimistic estimate of 100 bytes per transaction (a lower bound for Ethereum), the example network above would produce 10 gigabytes of data per day, or over 3 terabytes per year, quickly swamping all nonspecialized hardware.

Given widespread concern over scalability in the blockchain community, multiple remedies have been proposed. The most popular is to move calculations off-chain, reducing computational demand on the network. Developers of some of the most fundamental blockchain technologies have concluded that blockchain applications should perform as much business logic...
as possible outside of the blockchain, submitting only those transactions for which consensus is necessary.\textsuperscript{56} Power congestion and peer-to-peer trading use cases proposed in a recent study by the German Energy Agency (dena) suggest this approach as well.\textsuperscript{57}

Blockchain, in other words, should play only a fiduciary role. A technology that seeks to systematize this is Raiden, a software layer added to Ethereum that allows participants to transact indefinitely off-chain, on private, so-called state channels, affording each participant the opportunity to submit the net balance of the transactions for settlement at any time. Grid+, a US-based transactive energy startup, uses Raiden channels for real-time energy payments, for example, avoiding sending every transaction to the blockchain.

Reliance on off-chain computation has two important implications, though. The first is that the role of smart contracts is proportionately reduced, from the engine of complex applications to the more mundane transaction contracts their name suggests. The second is that another, non-blockchain platform is required to host the majority of the data and computation involved in the application. When a market relies on access to real-time data, as is the case in transactive energy, it must obtain it from the second platform, not the blockchain.\textsuperscript{58} Both of these implications undermine the original proposition of blockchain as the primary application platform, though they do not rule out a more circumscribed role in the right contexts.

An alternative to off-chain remedies are on-chain ones, in which intensive calculations are exported to external parachains, whose results can be imported back.\textsuperscript{59} Technologies such as Polkadot and Ethereum Plasma offer global consensus methods between blockchains, enabling transactions—and therefore computational loads—to be shared between them. As subnetworks of a wider blockchain inter-network, parachains are similar to channels in Hyperledger Fabric, however, and their scalability benefits face similar limitations.

Both on- and off-chain scaling technologies are in their early stages of development—indeed, just as is transactive energy as a concept. Nonetheless, for a scalable transactive market to be successful with so many moving parts and simultaneous evolutions from the current system, these technologies are tenuous anchors on which to hang its success. Even if one approach does prove itself viable, it can only reduce—not eliminate—the resource inefficiency of blockchain, which, as has been demonstrated, relies on data and calculation replication by design. Traditional distributed architectures, in which computing nodes work cooperatively, rather than duplicatively, are more scalable in terms of both data storage and throughput. By the same token, they are also more cost effective from a resource capital perspective.\section*{Certainty}

Fundamental to blockchain is that the validity of the transaction ledger is defined by group consensus—something to be voted on, either explicitly or implicitly. While blockchain provides detailed cryptographic methods for an honest peer to determine validity, there is no guarantee that nodes will use it, and not judge transactions based on malicious motivations. Indeed, blockchain consensus methods use combinations of punitive and reward incentives to encourage validators to act honestly, relying on participants’ economic self-interest in pursuing these incentives and rationality in following the rules successfully. For example, PoS and PoA rely on participants’ concern for the wealth or validator reputation they have staked over ulterior motivations they may have. This basic uncertainty in whether the rules of the network will be followed, or if they will be subverted from time to time by the actions or one or more participants, is a risk that blockchain adds to an application. Public utility commissions may not accept such risk in retail energy payments, or the diffusion of responsibility in transaction processing, requiring instead a single, regulated entity to be legally accountable.

Malicious subversion or manipulation of consensus processes has been rare in the most common of blockchains in use today. Indeed, this is due in no small part to the intrinsic economics of blockchains, in which the selfishness of individual nodes provides the collective computing power needed to run the system.


and should, in theory, disincentivize manipulation by any single node. However, one under-addressed aspect of blockchain security relates to participants with malicious intent that do not behave as rational economic actors. Consider hostile state or nonstate entities with a goal not of maximizing gains (via the acquisition of cryptocurrency or some other asset), but instead of maximizing damage or destabilization, as is common in cyber attacks (including those on power grids) to date. In this case, attacks that theoretically should not be viable in blockchain systems (because the costs of the attacks exceed the prospective gains) indeed must be considered and prepared for.

Even absent bad behavior, the consensus process itself introduces uncertainty into the state of the ledger. The reason is that consensus plays out over time, as peers share newly forged transaction blocks and must at times decide between competing ones, each offering an alternative update to the ledger. Querying the ledger copy held by a single peer is akin to querying a secondary database in a modern database system—an internal, auxiliary database that is not guaranteed to return the official result of the primary one. Indeed, the documentation for HyperLedger Fabric recommends that applications issue a blockchain query, such as the balance in an account, to more than one peer, given the possibility that results from individual queries may disagree or be out of date.

This type of uncertainty is problematic insofar as, for example, it interacts with established notions of legal settlement finality, a statutory and contractual concept. The Bank for International Settlements notes that, “In traditional systems, settlement finality is a clear and well-defined point in time, backed by a strong legal basis.” It is the point at which a transaction becomes, in legal and not just operational terms, “unconditional and irrevocable.” While such finality can exist for interbank transfers, checks, wire transfers, and a litany of other extant transaction types, certain blockchain designs may not achieve the same level of finality for legal purposes. For example, if the ledger of a blockchain could ultimately be reversed or revised (regardless of justification) through the relevant consensus process, then some argue that its transactions can achieve at best “probabilistic” settlement, but not “finality” in the legal sense of the term.

Retail energy transactions today take place on traditional payment channels; if they are migrated to a blockchain-based system, this ambiguity regarding settlement finality may become a concern.

Efforts are underway to address this challenge. The Dfinity blockchain project, for example, claims to have developed a state-of-the-art consensus mechanism that produces a block every “few seconds” and achieves transaction finality after only two blocks. This would imply an impressive time window of four-plus seconds for finality, though the underlying paper explaining the mechanism leaves out certain key details, including empirical work to substantiate the conceptual claims and quantification of the block size and network latency underlying them. While the improvement may very well prove valid, it will—as with any similar system—take time for new innovative mechanisms to be validated and to prove themselves against exploits. Suffice it to say, however, that the choice of consensus protocol will have significant implications for the timing and degree of certainty of blockchain finality.

### Reversibility

The immutability of blockchain’s ledger is crucial for the degree of finality that the platform is able to achieve. It also provides a critical shortcut to the validation process: under the assumption that existing blocks cannot change, the existing transaction history can be checked quickly through cryptographic methods, a property that makes blockchain’s frequent self-
examination feasible, without which even today’s modest transaction throughput would not be possible.

But immutability is a double-edged sword, bringing with it amplified consequences of faulty and fraudulent transactions. All such transactions must be reversible in order for the platform to be viable for real-world applications. This concern is most salient at the physical/digital interface, where messy real-world data from devices such as sensors, location trackers, and meters enters the blockchain, but it also applies at the interface with enterprise data platforms, which routinely revise data, with settlement implications.66

This matters greatly for energy. A transactive energy future is likely to be a highly automated one. Smart software agents, smart appliances, and third-party energy service providers and aggregators would be responsible for managing residential and commercial energy use in concert with real-time product and service markets.67 Direct human management would be impractical and, perhaps more importantly, ineffective. All software has bugs, however, and all hardware is susceptible to failure, realities that do not escape intelligent energy management software or the smart devices it depends upon. The result is that participants in a transactive energy network would be exposed to significant risk of bug-induced market transactions, faulty meter reads, or device malfunction, none of which could be directly undone on a blockchain platform. Indeed, as discussed previously, smart contract involvement could trigger knock-on effects that are difficult, if not impossible to unwind. The risks are not only financial, pertaining to the home or business owner, but reputational for the platform, should participants suffer losses and lose confidence in it.

Many transaction platforms today share blockchain’s ledger immutability but manage to solve this reversibility problem. Credit card companies and retail banks, for instance, issue corrective transactions to credit an account rather than remove an offending charge. Blockchain platforms can take this tack as well, but it would not be as straightforward. Even a simple

Assessing Blockchain’s Future in Transactive Energy

Token transfer may not be easy to reverse if it causes the sender’s balance to fall below a threshold, triggering a smart contract that registers a default or invalidates a prior purchase of goods.

Indeed, smart contracts can cause a cascade of effects that render the consequences of a transaction more complex and widespread than that of a simple balance transfer. Interdependencies between smart contracts and the arbitrary complexity of their internal state, moreover, make those effects harder to unwind. Each smart contract must be designed with its own unwind mechanisms—modifying internal state as appropriate—which must work in concert with those of others to ensure a mutually consistent and correct ledger state after a roll-back. Such coordination is possible, but it would be challenging under a platform model that supports independently developed third party applications.

Transactions are not the only elements in a blockchain that require correction. Smart contracts themselves may contain software bugs or security vulnerabilities, which are discovered only after they are deployed on a blockchain. Indeed, due to the unique manner in which blockchain peers execute software code, often on unsecure machines, smart contracts operate with novel cybersecurity and correctness risks compared to traditional transaction software.\(^\text{68}\) For blockchains such as Ethereum, in which smart contracts themselves are submitted in transactions, immutability means that contracts cannot be patched (retroactively addressed) like traditional software even after defects or vulnerabilities are found.\(^\text{69}\)

Privacy

THE TRANSPARENT PRIVACY PROBLEM

The Need for Market Data Access

Nearly all blockchain consensus protocols require a significant degree of transparency for ledger contents, implying a potential trade-off with privacy. If a validator node cannot track the balance in an account or the internal state of a smart contract, it cannot verify whether the account is overspent or how the smart contract should behave when invoked. The degree of data access possessed by individual participants varies from permissionless blockchains, such as Ethereum, where all participants can see all data, to permissioned blockchains, where only validators have this level of access, and others are restricted by organization or role.

In the case of transactive energy, it is critical that customer energy data be accessible by the market, both for settlement of trades and local determination of price. For example, the market must know about elevated voltage at a meter in order to reduce the price of both real power—disincentivizing distributed generation, which exacerbates such conditions—and reactive power, which is critical for maintaining stable grid voltage. It must also have access to production and consumption data in order to settle obligations. The distribution utility must have access to energy data as well, in order to track the physical state of the network and ensure stability.

The Need for Energy Data Confidentiality

To skeptics of centralized control of data, blockchain’s transparency is a welcome alternative to the information asymmetry between traditional platform authorities and their participants.\(^\text{70}\) For many applications, however, including transactive energy, it could be deeply problematic. The Energy Web Foundation’s D3A transactive energy model, for example, identifies the seeming paradoxical challenge of broadcasting market information to participants while shielding the sensitive information it derives from transparent privacy.\(^\text{71}\)

The risks posed by data visibility are not always evident. For example, the price at which one bids in an energy market, or the hourly energy consumption of a home, may appear innocuous. But advances in energy disaggregation—a field of machine learning—can yield invasive insights into the behavior of the occupants, including when they are home, wake up and go to sleep, and are eating or exercising, by detecting lighting and appliance use.\(^\text{72}\) Even more consequential, visibility of certain types of data, such as financial and electrical power system data, pose security risks to institutions,
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governments, and physical infrastructure. Storing sensitive grid data publicly is a clear impossibility: the ambitions of US adversaries to identify and exploit vulnerabilities in its power distribution networks are well known. Energy data must therefore be encrypted on the blockchain, but in such a way that it can be validated by the network and visible to the market. The EWF raises the question in its white paper on the energy web chain of whether blockchain is appropriate at all in such circumstances, when privacy is required beyond a small group of transactors.

Blockchain Anonymity Is Not Sufficient

One of the attractive attributes of blockchain networks is that participants are afforded considerable anonymity. Rather than personal information, participants are identified via random cryptographic address. This anonymity has its limits, however, as there is nothing to prevent the reverse-engineering of identities from transaction data, a fact with important (positive) implications for anti-money laundering efforts. The concern becomes more acute with applications such as transactive energy, in which data must be tied to a small geographic area, such as a microgrid or distribution feeder. Put simply, the anonymity of cryptographic addresses is insufficient when rigorous data privacy is required.

If energy data is stored exclusively off the blockchain, then market price formation and settlement must occur off-chain as well, significantly reducing blockchain’s role in the transactive marketplace. Assuming, to the contrary, that such data is stored on the blockchain—likely in addition to off-chain utility storage—one runs headlong into the transparent privacy problem.

CRYPTOGRAPHIC TECHNIQUES TO SOLVE TRANSPARENT PRIVACY

In spite of its apparent intractability, three techniques to solve transparent privacy exist and are under development. Each aims to provide validators the tools they need to verify transactions, including smart contract invocations, while shielding the details of the transaction themselves, including the identities of the parties involved. They take subtly different tacks: zero-knowledge proofs allow transacting parties to cryptographically prove to validators that they carried out a smart contract correctly, without revealing any of its inputs or outputs; multi-party computation (MPC) allows a network of untrusted computers to collectively carry out smart contracts, using only cryptographic references to the data; and secure hardware enclaves, built within specialized computer processors, offer an isolated environment for an untrusted computer to operate on private data, to which not even the computer’s operating system has access.

Details of these techniques, examples of their usage in blockchains today, and analyses of their strengths and weaknesses are discussed in the appendix. Zero-knowledge proofs and MPC enjoy significant privacy guarantees but are presently very limited in regard to the complexity of the applications they can shield and the computational overhead they impose. Significant theoretical developments would be required to overcome these limitations, followed by engineering and commercial development to make them viable for real-world applications, rendering these techniques a research direction for blockchain rather than a near-term solution. Secure enclaves have the opposite profile: they are commercialized today, by such major chip developers as Intel and ARM, but insufficient security guarantees have exposed high-profile vulnerabilities, raising questions as to their fitness for hosting the sensitive energy and financial data required for transactive energy. Secure enclaves are also inferior to the foregoing techniques in the sense that the sensitive data is actually decrypted within the enclave, presenting a theft opportunity to a malicious third party, whereas under normal operation of zero-knowledge proof systems and MPC no data is ever decrypted.

LEVERAGING THESE APPROACHES FOR TRANSACTIVE ENERGY

Despite their present limitations, these three cryptographic techniques offer blockchain a way forward to achieve transparent privacy in transactive energy applications. For the basic requirement of validating transactions encrypted on the blockchain, two approaches present themselves. The first is for oracles, perhaps embedded in smart meters, to submit encrypted data such that it can be decrypted by validators only within secure hardware enclaves.

This would enable validators to perform their jobs nearly identically as they do on public blockchains today, but without visibility into third-party energy or financial data. The downside of this approach is the number of peer nodes that must be provided access through enclaves, which collectively present a broad, open surface for cyberattack, as well as its reliance on secure enclaves themselves, which have thus far proven themselves insecure.

The second approach to validation is for oracles to submit an encrypted blockchain transaction as well as a zero-knowledge proof of its correctness, which could be publicly checked by validators. This approach enjoys what are likely to be stronger security guarantees from zero-knowledge proofs compared to secure enclaves, and it avoids data decryption altogether.

In short, blockchain consensus may indeed be able to accommodate encrypted energy data. Leveraging that data for transactive market processes is more problematic, however. The case of a centralized market, rather than a bilateral one, is considered here because it is both the closest analog of wholesale markets today and the market design that can most clearly support the integration of grid state into price formation. It is more speculative whether a bilateral market, exchange-hosted or peer-to-peer, could similarly combine grid state with customer supply and demand in price formation, and what additional assumptions would be required to enable this.

For a centralized market to be run on-chain, via smart contracts, it must operate on encrypted customer energy and financial data, as well as sensitive grid state data, without publicizing it. MPC is a candidate approach for this, but its computational runtime and limited expressiveness rule it out in practice, at least at present. Secure enclaves appear to be the only alternative, but the prospect of a network of third party-owned computers decrypting a market's worth of sensitive energy and financial data outside of an enterprise firewall would unlikely be acceptable to regulators or other stakeholders.

One therefore reaches the conclusion that a centralized market with encrypted data must be run off-chain.
The DSO operating such a market could avail itself of much more powerful and convenient computation tools than are possible on a blockchain, while still leveraging blockchain as a ledger of public record. Market processes such as security-constrained economic pricing runs, where locational prices and energy awards are determined, would operate on sensitive grid and customer data (obtained from the blockchain or a separate source) and submit their results to a blockchain. These transactional results would be encrypted to ensure financial privacy and validated using one of the techniques discussed above. Settlement would occur as the fulfillment of these transactions, in which customer energy data, such as power consumption and voltage readings, are evaluated against market or bilateral obligations, with customers charged or compensated for the difference based on locational price.

Crucially, however, while it is feasible for the DSO to submit zero-knowledge proofs as to the correctness of market transactions—for instance, that token inputs sum to outputs—it is highly unlikely that the DSO could submit a zero-knowledge proof of the market process that produced those transactions. The reason is that distribution market algorithms are likely to be even more computationally intensive than wholesale market algorithms, already massive mathematical optimizations over millions of physical and financial variables and would need to be performed at the same five- or fifteen-minute frequency. Generating a zero-knowledge proof of the distribution market algorithm in that time frame—which takes longer than the algorithm itself, even before accounting for the fact that every single intermediate variable must be retained—is very likely intractable. 76

An off-chain DSO market that submits proofs of transaction correctness but not market processes themselves cannot be said to derive much benefit from the blockchain. On one hand, the determination of wealth transfer is happening through the market process, which is opaque to the blockchain. Validating the resulting transactions alone is akin to a casino-monitoring card players but not the dealer. On the other hand, the DSO would be a tightly state-regulated entity, either with nonprofit status such as today’s wholesale ISOs and RTOs or constituted so as to be financially ambivalent as to market outcomes. Even if zero-knowledge proofs of DSO market processes were technologically attainable, the research and development cost to achieve them would far outweigh the marginal public benefit of validating every digital step of such an entity. Basic transparency requirements, business controls, and oversight would likely suffice, justified by the behavior thus far of the ISOs and RTOs.

### Governance

The one time a blockchain can be modified is during a fork, which raises a governance problem with implications for energy applications. Blockchain forks are categorized as either hard or soft. Soft forks are software upgrades that are backwards compatible, in the sense that even peers that have not upgraded will recognize blocks produced by those that have as being valid. An example is reducing the maximum allowed block size, which keeps the set of admissible blocks within the set accepted by non-upgraded peers. Hard forks, conversely, are not backward compatible. Peers that have upgraded and those that have not will disagree over which blocks are valid, leading them to recognize different blockchains moving forward.

Historically, blockchain forks have been proposed and marketed by the community developing the software, and are adopted based on stakeholder majority, since that majority determines consensus. Several recent blockchains, such as Tezos and Decred, have attempted to systematize this ad hoc process, with the aim of promoting more ordered governance and reducing contentious outcomes. 77 Retail energy markets are governed by state regulators, however, not the blockchain community. It stands to reason then that regulators should be the sole arbiters of transactive platform forks, established through the same public proceedings that govern rulemaking today. It is not clear how this policy could be enforced, however, unless a majority of stake in the network is retained by state-aligned central authorities, violating a basic blockchain tenet.

By contrast, it is possible that blockchain’s distribution of authority across the network could be problematic for transactive energy, both from an operational and a regulatory perspective. Recall that under the assumed model, validator consensus determines the transaction settlement as well as the system of record for energy production and consumption. This raises the question of whether a utility and DSO—if independent—can ensure reliable service and public safety at minimal cost if they do not have full determination over the validity

76 See appendix.

of energy transactions or even what activity took place. For example, if blockchain consensus rejects a customer meter reading, whether submitted as a well-formed and signed transaction or not, how should the utility interpret this? Should it accept the votes of the third-party validator nodes over the hardware that generated the reading? This situation may not be frequent, but it highlights the systemic change blockchain would introduce to electric grid operations, in which the votes of network participants, not utility hardware, provide the system of record of energy consumption and production.

Numerous questions follow. Are blockchain nodes operated by retail customers entitled to invalidate transactions related to other customers, or to the utility? In a permissioned network governed by organizations such as retail energy providers (REPs) and energy service providers, perhaps by PoA, should these organizations be permitted to resolve their own disputes through their validator nodes, rather than courts and regulators? Practically speaking, how would these authorities involve themselves in automated, distributed processes in the first place? Finally, consensus protocols typically treat validators as equals, but equating utilities, REPs, application developers, and individual customers may be problematic. If authority is distributed among these and other network participants, how should it be allocated, and on what basis? As an example, EWF’s Energy Web blockchain would be governed solely by blockchain application developers, granting this group only the power of dispute resolution and the determination of ground truth. Validator votes would be allocated in proportion to application usage, a mechanism outside of regulator control which EWF acknowledges may be too simplistic to ensure balanced governance.78

One uncertainty to be further resolved—though not central to the tradeoffs that form the focus of this paper—is the evolving regulatory approach of financial regulators with regard to the determination of whether tokens and similar digital assets constitute financial securities and are thus exposed to relevant regulation. While the US Securities and Exchange Commission (SEC) recently issued guidance on this question, the guidance provides an analytical framework but not a conclusive test.79 With other important jurisdictions at similar points of evaluation of the treatment of digital assets on blockchains, final resolution of key questions in this domain remains elusive.

WEIGHING THE TRADEOFF

These are the costs that blockchain incurs to secure transactions absent a central authority. Individually, they may be tolerable for an application: a future sharding technology may reduce resource inefficiency, an off-chain state channel solution might improve scalability, and role-based data access in a permissioned blockchain may be sufficient to allay privacy concerns. Ultimately, however, the application sponsor must weigh the sum of these costs and the challenges they add to implementation against the value added by the disintermediation of a central authority to determine if blockchain is the right tool for the problem. It is for this reason that many projects underway today are very intentionally designed to keep sensitive data, such as energy consumption, and significant computation loads off-chain.

Many of the foregoing costs incurred by the blockchain tradeoff are reduced as the blockchain platform architecture centers more authority in fewer entities, which can utilize system resources more efficiently, shield and manage data more flexibly, and act in line with retail market regulators. Such an architecture would represent a compromise between blockchain and traditional centralized architectures today. Alternatively, the decentralized character of blockchain could be retained by limiting its scope to application areas in which the six costs have minimum impact, for instance in light of infrequent transactions and nonconfidential data. This would represent a selective, rather than comprehensive, role for blockchain technology in the power sector, recognizing that blockchain is but one tool in the toolbox toward a more transactive and modern grid, rather than a silver bullet for all circumstances.

COMPARING OTHER BENEFITS OF BLOCKCHAIN TO TRADITIONAL APPROACHES

While the core tradeoff offered by blockchain has questionable value to transactive energy, it has other compelling attributes, ranging from the elimination of platform intermediaries to a simple third-party development model. Often touted as game-changing for applications, the reality of these attributes is often more nuanced, including their uniqueness to blockchain.

Perhaps most closely associated with blockchain are

its transaction integrity guarantees. Energy market participants can be confident that smart contracts will charge them fairly for energy consumed and compensate them fairly for DER energy produced. Customers already enjoy strong guarantees from traditional transaction networks, however, such as online brokerages and marketplaces, which often guarantee deposits and absorb fraud liability. Both blockchain and traditional networks, however, share the risk originating from the smart meters, electric vehicle chargers, and other devices that submit transactions to them on customers’ behalf, which could be compromised. Cyberattacks targeting internet-of-things (IoT) devices became a widespread concern with the Mirai botnet attack in 2016 and remain one today, with vulnerabilities being discovered in each generation of hardware.\(^80\)

Blockchain offers no protection or guarantees at the physical-digital interface, relying on the trustworthiness of oracle hardware and software. As has been noted, it is at a distinct disadvantage with such vulnerabilities as it may not be able to unwind the consequences of fraudulent transactions made during an attack. The concentration of risk at the physical edge of a blockchain network warrants close regulation and a certification regime of oracle devices, which prompts the question of why the entity(ies) entrusted with certification—and therefore ultimately the security of the network—cannot be entrusted with the management of the network itself.

Once submitted to the network, blockchain’s integrity guarantees for transactions are strong enough that they do not require audit verification. In fact, blockchain is often credited with eliminating transaction costs to

middlesmen such as platform providers and brokers, as well as auditors, reducing market frictions and increasing efficiency. The accuracy of this claim comes down to semantics, however. The transaction fees normally collected by a central platform provider are instead collected by the validator nodes who process the transactions and who, collectively, do act as platform providers for other users. Such fees are subject to raw supply and demand on permissionless blockchains, and have demonstrated not only severe volatility but growth that has called into question the feasibility of blockchain for microtransactions—a key requirement for transactive energy.\footnote{Paul De Martini and Lorenzo Kristov, Distribution Systems in a High Distributed Energy Resources Future (Future Electric Utility Regulation, October 2015), https://emp.lbl.gov/sites/default/files/lbnl-1003797.pdf.} There is no indication that blockchain fees for retail energy transactions, whether on permissioned or permissionless platforms, would be less expensive or variable than those collected by a centralized energy platform provider. A central provider might additionally be more capable of managing transactions according to regulator policy goals, such as reduced fees for low income residents.

Regarding brokers, they may have as robust a roll to play in a blockchain-based market as in traditional markets today. Smart contracts offer the automation necessary to match buyers with sellers and arrange multi-stage and multi-party transactions, but such contracts would be complex, enterprise-grade distributed applications. It is possible that, based on the nature of the energy market, versions of such applications will be embedded into the platform and provided for free, but it is equally possible that a market for paid versions will develop, offering superior features and performance in exchange for a fee. Notably, freeware does not dominate any of today’s major online broker marketplaces, with developers unwilling or unable to compete with for-profit applications developers such as Kayak, E-Trade, and StubHub. Whether they capture revenue on the buy or sell side, brokers have a role to play in any sizable market.

The openness of blockchain to third-party application developers seeking to build on the underlying transaction platform is a central aspect of the technology. The flexibility of smart contracts, paired with secure, real-time and historical access to an entire corpus of microtransactions has the potential to foster energy service and financial innovation. Importantly, though, peer-to-peer transactions, smart contracts, and third-party applications can still be supported if validation by consensus is eliminated. These features are independent of the underlying platform architecture, including its degree of centralization, and do not constitute a reason to prefer blockchain. The iOS and Android mobile platforms, for example, support third-party applications that let customers instantly transact with text, photos, videos, and money via the data, hardware, and application programming interfaces (APIs) they expose. Facebook, Samsung SmartThings, and Apple HomeKit are other examples, offering application developers access to social media and smart home data and transactions. Recalling that smart contracts are just software libraries with internal state data, written in a general-purpose programming language, they represent just one kind of third-party application possible on traditional platform architectures.

The only defect of the foregoing models with respect to transactive energy is that the central platform authority is a commercial entity, the type blockchain justifiably seeks to disintermediate. They represent viable alternatives to blockchain if the authority is instead a state regulated entity, with platform implementation only contracted out to commercial vendors. It remains to be seen, however, whether a business model can be established that incentivizes implementor innovation comparable to the example platforms while extracting minimal value from the network.

A final attribute of blockchain worth careful consideration is its claimed facility for microtransactions. Some of the most breathless testaments to the technology imply that it is capable of ingesting transactions at a speed and scale that enables entirely new distributed applications. Evaluations of blockchain’s scalability and resource efficiency, however, suggest it is in fact uniquely unsuited to microtransaction-based applications, or at least is less suited than modern client-server architectures. Google is able to instantly respond to the forty thousand search requests it gets on average per second, in addition to comparable numbers of emails, text messages, and file downloads, because such transactions do not need to be processed by every server in its data centers. Numerous mobile, social, and IoT platforms today process high volumes of data transactions across vast numbers of devices, leveraging the same type of massively parallel architecture. Blockchain’s trust-by-replication model is manifestly less scalable and efficient, and therefore at a disadvantage for microtransaction applications such as transactive energy.
A DIFFERENT CONSENSUS FOR TRANSACTIVE ENERGY?

Blockchain is a model for decentralized control of a transaction ledger. What is considered decentralized is the determination of the history and present state of the ledger, achieved through participant consensus. This type of control is sometimes conflated with the decentralized control required in applications such as transactive energy, in which the energy consumption and production behavior of individual participants must be coordinated so as to collectively balance the electric grid. Blockchain’s decentralized ledger control, in fact, has no direct relation or contribution to the kind of intelligent grid and energy market management required for transactive energy, which may ultimately limit its usefulness as a platform.

Decentralized control models do exist for transactive energy, which are fundamentally different from blockchain in that participant computational nodes work cooperatively, not duplicatively, enabling not only power flow optimization but customer privacy. One prominent example is proximal message passing, a mathematical model for grid management developed in the academic machine learning community. The model does not prescribe the operation of a transactive market, but rather accepts a complete specification of an electric grid network, complete with customer and utility assets, as well as objectives and limitations for those assets, and optimizes power flow across the network to collectively maximize the objectives. Time- and location-specific shadow prices for power and other constrained quantities emerges from the optimization as it does in the optimization performed by wholesale
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markets, offering potential real-time prices to expose to participants. What is significant about the optimization, beyond the fact that it achieves the core economic-to-physical coupling required for transactive energy, is that it does not need to be performed centrally, but can instead be distributed: each node performs a private optimization based on its personal objectives and the results of optimizations performed by its neighbors on the grid. In this way, a global solution can be found without any customer knowing the behavior or objectives of any other customer. Mathematically, this is known as a consensus method (not to be confused with blockchain’s validation consensus), because the global solution emerges from the mathematical negotiation of neighboring nodes of their shared conditions, such as the voltage and current on a distribution feeder.

Proximal message passing addresses the key distributed control problem for transactive energy, and yet it is independent of the degree of centralization of the underlying transactive platform. It could be implemented in a client-server architecture, for instance, in which software clients, embedded within smart meters and other grid assets, perform the local optimizations and communicate the results to a central utility server. The server would share the results between neighboring nodes, ensuring privacy not only for customer data but sensitive distribution equipment data, which should only be seen by the utility. It could also be implemented in a decentralized architecture, in which neighboring clients communicate in direct, peer-to-peer fashion over a secure network, such as the utility’s field area network.

While blockchain’s distributed consensus does not contribute to the decentralized control of a transactive grid, it is not incompatible with it either. Decentralized models have been developed for blockchain as well, seeking to increase the transparency of the power flow optimization process. In one example, participants optimize their local objective off-chain, sharing the result with a central smart contract which acts as a data aggregator. The aggregator performs a global update, passing local values back to participants for further optimization, a process that continues until convergence. This example, however, showcases some of the challenges introduced by blockchain. Using a smart contract as the data aggregator means the grid state is publicly visible to all peers, including sensitive distribution equipment data—a network vulnerability. Moreover, solving the simplified power flow optimization for a small test network of fifty-five nodes on a dedicated Ethereum blockchain took three minutes for the study authors, performance that would be far from adequate in the face of realistic power flow formulations and network sizes, and is not competitive with centralized techniques. These are reminders that blockchain decentralized control applications are subject to the same blockchain tradeoff as other applications.

No academic consensus exists today that control of distributed resources in a smart grid should be decentralized in the first place. Decentralization has the potential to offer significant benefits, including resilience to node failure, simplicity of operation, and scalability. But initial studies have suggested that optimal approaches may have both centralized and decentralized elements, and given the successful track record of centralized approaches in wholesale markets, significant effort has gone into extending these techniques to distribution markets. Centralized approaches inherently rely on less network communication, a significant source of latency, and can leverage economies of scale in data processing with specialized hardware and computer code. Decentralized approaches would rely on remotely deployed utility hardware or, more fraught, consumer hardware, which may be less reliable, manageable, secure, and consistently network-connected. The prospect of migrating critical utility systems to customer hardware communicating over a local broadband connection may give pause to many utilities. Nevertheless, intermediate solutions exist, which are neither fully centralized or decentralized, organizing the grid into hierarchical layers that interact only with the neighboring layers above and below. These approaches would reduce reliance on customer hardware but require highly specialized control software.

84 Ibid.
86 Kristov, Martini, and Taft. “Designing a Decentralized Transactive Electric System.”
5. POLICY RECOMMENDATIONS

The appraisal of blockchain’s current trade-offs in transactive energy applications is meant to serve not as an indictment, but instead as a focusing mechanism. It is intended to draw the attention of interested stakeholders, including policymakers and regulators, to the areas where blockchains will need further innovation and refinement in order to be fit for purpose in a transactive energy future, and to point out those dimensions in which blockchain is unlikely to evolve to such a place at all due to fundamental design. These fitness determinations are likely to be application-specific, based on scalability, privacy, and other needs. When armed with a sound and dispassionate analysis of these trade-offs, decision-makers in the energy sector will then be well-suited to determine where, how, and when to deploy blockchains for transactive energy applications, and where other approaches may be preferable.

For a technology area that is still very much in its infancy, it can be difficult to make the case for a significant or muscular role for policy in various applications of blockchain to transactive energy. There is rightly an aversion to overburdening under-resourced start-ups and programmers while their products and services are still very much a work-in-progress, or to targeting with policy certain technologies that may evolve significantly in how they interact with firms, consumers, and markets. In other words, there is a strong case for allowing “regulatory sandboxes” that would enable technology demonstration at manageable scales.87

Nonetheless, there is still a case for certain policy tools—including government-directed research funding and standards development processes—to encourage the development of platforms for transactive energy that build technical solutions to the challenges identified in this paper. Such approaches need not exclude blockchains, but nor should they focus exclusively on them. Indeed, though technology agnosticism is not always a defensible public policy approach when it comes to capital-intensive technologies or markets with high barriers to entry, it is arguably the perfect approach when it comes to the digital platforms being developed to facilitate transactive energy markets.

This could be done through incentives that are direct, such as funding from the Department of Energy’s Advanced Research Projects Agency-Energy (ARPA-E) innovation program, or that are indirect, such as the promulgation of new market rules and standards. As an example of the latter, the Federal Energy Regulatory Commission (FERC) could establish rules for transactive energy markets as they have for wholesale markets, providing clarity on thorny issues involving market design, participation, and price formation, thereby offering commercial certainty for eligible participants. The National Institute of Standards and Technology (NIST), moreover, could establish technological standards that help the market determine which platform technologies are most credible, secure, and cost-effective, and therefore worthy of investment.

Regardless of which policy mechanism is used to generate these incentives, it is advisable that transactive energy platforms, whether blockchain-based or not, are designed to achieve maximal scope for transactive energy applications, while overcoming or minimizing the six costs identified in the blockchain tradeoff. One could imagine that under a prize-based system (for example, an Xprize for transactive energy systems), requirements could include:

- **Scalability:** Support a transaction volume on the order of one meter read and one market transaction per customer (meter) per every five minutes, assuming a moderately sized distribution network with a given number of participants. This requirement could be strengthened to support more computationally intensive transactions and infrequent peak transaction volumes.
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- **Efficiency:** Prove the ability to meet the aforementioned scalability benchmark at minimum capital cost per transaction per unit time, accounted for across the network. While capital cost will have a different structure and set of dynamics depending on the technology employed (for example, blockchain vs. more traditional platforms), a comparison across platforms should nonetheless be possible.

- **Reversibility:** Provide for unwinding faulty or fraudulent transactions and their consequences, such as due to meter defect or fraud, and prove the ability to similarly unwind any relevant cascade of smart contracts triggered in the interim. Where third-party applications (including smart contracts for blockchain) interact with the platform, this would require an operations/governance model that ensures unwinding support regardless of how the app ecosystem evolves. Moreover, this should be guaranteed without compromising the integrity of the aforementioned finality features of the platform.

- **Privacy:** Demonstrate that confidential data that is necessary for transactive energy, such as metered energy data, market bids, and financial transactions, can be both validated and available to the market while remaining private and secure.

- **Governance:** Identify the appropriate level of power over key governance functions (verifying transactions, changing market rules, so on) for each participant in a given market. For actors that might play a role in an underlying platform but who play no formal role in the underlying market (for example, miners that lend their computing power to a public blockchain but are not actually participants in the underlying energy market that it is serving), establish a clear set of criteria for justifying inclusion/exclusion.

Regardless of the degree to which a future transactive energy system relies on a blockchain platform, if at all, there are a number of key steps that policymakers can take to help facilitate transactive energy systems that benefit the grid and society as a whole. While such measures would in most cases also help pave the path for a quicker road to impact for blockchains if they are able to meet the requirements noted above, these measures would confer broad benefits even in the absence of significant uptake of blockchains in transactive energy. Such measures could include:

- Clarify the jurisdictional issues involved in transactive energy markets, particularly the role that FERC and state public utility commissions play in regulating these markets, and how such regulation will interact. For example, demand response—a key element of transactive energy—implicates both retail and wholesale energy markets, which can lead to regulatory ambiguity.

- At the state level, form working groups to study the value that a transactive energy system would provide across a variety of policy objectives, such as distribution infrastructure deferral, grid resilience, renewable portfolio standards, and retail market animation. Issues could include, among others, the appropriate scope and design of the transactive market (for example, bilateral, exchange-traded, or a one- or two-sided centrally cleared market, and the energy products involved); the role and identity of a DSO, if any, to manage the system; the range of minimal and permitted rate offerings to retail customers (including, possibly, a variant of today’s simplistic rates) and the appropriate scope of regulation; and how to value energy resources at the grid edge.

- These working groups should be led by commission staff and solicit the input of various stakeholders, particularly utilities, with the aim of arriving at a clear articulation of transactive energy’s benefits and costs vis-à-vis each state goal. Materials should be captured in a dedicated regulatory docket, following the example of Arizona.  


- If the findings of such a benefit-cost analysis are favorable, it should be followed by a formal regulatory proceeding, enabling the commission to take the reins and guide further exploration toward concrete proposals. This exploration should center on what the parameters of an optimally tailored transactive energy system would be, from
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a feasibility and timeline perspective as well as the foregoing policy perspective.

- The outcome of a regulatory proceeding should include a published policy, technology, and budgetary roadmap for the evolution of the current state energy system to the envisioned transactive one. Such a roadmap should have clear stages, with an accompanying timeline, and be used to procure the necessary equipment and services from the private sector and measure performance. Examples of this include New York State’s “Reforming the Energy Vision” (REV) process, which has sought to proactively anticipate and build out the regulatory underpinnings of a more transactive energy system.

- Set ambitious decarbonization goals whose success depends on a leaner, more efficient use of the electric power system. This could include clean energy standard targets, a price on carbon, and peak demand reduction targets for specific sectors. These goals must be backed up with state subsidies for equipment and services that support their achievement, and mandatory preference for non-wire alternatives (NWA) to grid infrastructure projects for regulated utilities or utility commissions issuing requests for proposals (RFPs).

- Use state and federal agencies (for example, state green banks) to fund proven transactive platform technologies that have the capability to scale. Leverage state regulatory sandboxes to test and help finetune their development in realistic distribution grid environments.

- Complete the roll-out of advanced metering infrastructure (AMI) within the United States, which presently is close to halfway complete. The sub-hourly power and voltage measurements of advanced meters would be required to settle the real-time prices of a transactive market. These meters should have their home area network (HAN) radios activated, so that readings are available in real-time to smart devices in the home, rather than queried with significant delay from the utility.

There are compelling reasons for energy markets, and their governance, to move in the direction of a more transactive energy system. The growth of distributed energy resources at the grid’s edge, the new opportunities for demand management afforded by digital technologies, and the imperative of keeping system costs as low as possible while accommodating these trends all augur for a much more transactive energy market. While some would propose blockchain as the first choice platform for such a market, a closer investigation reveals that blockchains may not serve as the primary solution for many transactive energy applications. In fact, blockchains may have limitations or even structural features that would prevent them from serving as the sole technology underpinning transactive energy systems.

Blockchains are novel, significant, and perhaps even transformational financial tools, and they have particular value in situations where multiple mistrusting parties are involved (such as in managing supply chains or joint ventures or land registries). The question is whether the electric grid, and the various technical, privacy, and security considerations needed to manage it effectively, constitute such a situation.

Blockchains are technologies still in their infancy, and they are poised to evolve and advance significantly in coming years, particularly in those contexts where their characteristics are well-suited to address extant needs or shortcomings. In assessing the role for blockchains in transactive energy applications, the matter at hand is not to embrace nor indict blockchain technologies in a vacuum, but instead to judge their fitness for purpose in supporting the key functions of a twenty-first-century transactive energy grid.

Blockchain’s future as the architecture of a transactive energy grid may yet come to pass, but at present many of its key characteristics seem at odds with the specific, defining needs of such a future grid. Indeed, in ten years’ time, when assessing the state of transactive energy, the best possible sign of the maturation of blockchains might be that they are serving various transactive energy applications without the word blockchain being mentioned at all. In November 1984, Harper’s Magazine published a thoughtful article on a similar, attention-grabbing innovation in date management, titled “A Spreadsheet Way of Knowledge.” A few decades later, the spreadsheet has become an indispensable tool, but is never referenced by name when utilities adjust their rates, when chief executive officers (CEOs) set forth new strategies, or when the Organization for Petroleum Exporting Countries (OPEC) decides to cut or increase its oil production. The spreadsheet’s ubiquity in business increased in perhaps some rough reverse correlation to popular fascination with it, and so might blockchain hope that its hype will over time lead to sensible and sustainable applications within the energy sector.

When it comes to transactive energy, it looks unlikely that blockchain will serve as an all-encompassing platform anytime soon, though continued consideration of its particular strengths and weaknesses in various contexts is merited. Blockchain as a technology solves an incredibly hard problem, allowing mistrusting parties to transact with each other, and in the process unlocks new possibilities and value. Hard problems, however, are rarely solved without a comparable cost. In the case of blockchain, that cost involves massive duplication and, in many cases, a large “brake” on the process (via consensus). The costs may well be worth it when disintermediation is at a premium, but it is doubtful that this would be the case in a future transactive distribution market, where in fact performance, security, and cost-effectiveness are most critical, rather than dis-intermediation. The tool of blockchain is a powerful one, and may very well unlock significant value in other areas of the energy sector. But even the most disruptive of tools still require discretion in their application.
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APPENDIX: CRYPTOGRAPHIC APPROACHES TO THE TRANSPARENT PRIVACY PROBLEM

Transparent privacy is a vexing challenge for blockchain. Most real-world applications, including transactive energy, involve confidential transaction data, and yet third-party validator nodes require access to this data, at least to the extent that they can verify transaction correctness. These opposing needs arise from blockchain’s ambition to hide confidential data in plain sight, outside of a corporate firewall. The three most prominently proposed techniques for addressing transparent privacy are zero-knowledge proofs, multi-party computation, and secure hardware enclaves. Understanding the capabilities and limitations of these techniques is crucial for assessing the degree to which blockchain can be trusted with confidential data in a transactive energy system and other critical applications.

All three techniques are early stage and have not been attempted in energy-related applications. In order to evaluate their potential for transactive energy, therefore, one is restricted to the handful of present-day blockchain projects to which they have been applied. Zero-knowledge proofs, for example, are the basis of Zcash, a cryptocurrency blockchain that supports private transactions. The details of these transactions are fully encrypted on the blockchain, shielded from public inspection, but the transactions themselves can nevertheless be validated by the network, ensuring for instance that the sender has the required balance of unspent tokens and that the sum of the input notes equals the sum of the output notes. The specific type of zero-knowledge proofs used by Zcash, and anticipated for other blockchains, such as Ethereum, is called a zero-knowledge succinct noninteractive argument of knowledge, or zk-SNARK. The noninteractive aspect is crucial: It means that transactors can simply publish a single proof to be evaluated independently by all network validators, rather than be interrogated by each validator in turn, a requirement of other protocols.

Zk-SNARKs require an elaborate, trusted setup procedure for each confidential algorithm they are to certify, such as Zcash transactions. One or more parties must come together to jointly create cryptographic secrets, which are used to generate a public proving key and validating key for the network. These keys are used going forward by participants to produce and to verify zero-knowledge proofs, certifying invocation of the algorithm on confidential data. It is critical that at least one participant destroy their share of the cryptographic setup secrets in order for the network to be secure, however. The reason is that these secrets, referred to as toxic waste, could be used to generate false proofs, validating malicious transactions such as token counterfeit.

The trusted setup phase can be thought of as concentrating the vulnerability of the algorithm at the moment of its creation. Zcash founders meticulously documented the creation, use, and then destruction of its cryptographic secrets, concluding with the spectacular destruction of the computer hardware involved. In order for zk-SNARKs to become a practical solution for smart contracts and other distributed applications in blockchains, researchers must devise a way to significantly automate this setup phase, without diminishing participants’ confidence in the network. This could be thought of as somewhat akin, in a stylized way, to similar issues in the international governance regime created around nuclear nonproliferation.

To address some of these residual privacy concerns, researchers are pursuing alternative zero-knowledge proofs that do not rely on a trusted setup phase,
surrendering zk-SNARK’s convenient noninteractive property, fast validation time, or general flexibility in order to jettison this requirement. Researchers at Stanford University and Visa, for example, have proposed Zether, a confidential transaction payment method that operates as a smart contract within public blockchains, such as Ethereum. No trusted setup is required, but its functionality is limited to token transfers, rather than arbitrary business logic, and its zero-knowledge proofs involve a multistep interaction between transaction prover and verifier.

A second challenge facing zk-SNARKs is their computational burden. State-of-the-art proof generation techniques require between one and four times the amount of computation involved in the underlying algorithm being shielded. This is not an issue for simple applications like Zcash token transfers, but becomes problematic for more complex and real-time applications, such as those involving electric grid management or market operations. Exacerbating the issue is that the input to the proof generation procedure is the value of every single variable computed in the course of the private algorithm. Modern software execution environments achieve much of their efficiency by intelligently discarding intermediate data once its purpose is served, which implies that private algorithms must be run in special-purpose environments burdened by full auditing, incurring what could be significantly greater runtime. On the other hand, many more computational reduction efforts, including Bulletproofs, used by Monero as well as Zether, and Aztec Protocol, are being developed. Zether is estimated by its creators to cost the equivalent of around $1.51 per transaction as of early 2019, but this could potentially be ameliorated through small changes to the Ethereum network in which it is traded.

Multi-party computation (MPC) is another approach to transparent privacy that faces computational cost challenges. In MPC, a network of untrusted computers collectively perform computations on sensitive data without having direct access to it; each node receives a unique cryptographic reference to each secret value, which the node can operate on as if they were the values themselves, and which collectively serve as decoding keys to obtain the result. The trick is the transformation from data to reference, which is known in mathematics as a homomorphism: Operations on the reference have the same effect as operations on the data itself, so when the reference is transformed back into data, the result is the same as if the transformation never took place. The MPC nodes work only with the reference data, and therefore perform the desired computation without ever seeing the data underlying it. Multiple nodes are involved in order to protect against errors or manipulation; as with blockchain consensus, a critical number of nodes must collude in order to break the system.

The computational challenges of MPC begin with its expressiveness: the only operations that are supported are the addition and multiplication of cryptographic
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references.\textsuperscript{98} Zero-knowledge proofs share this limitation, and while these operations do in theory allow for universal computation, in the case of MPC the multiplication of two references—representing, say, energy and price—requires communication between nodes. In comparison, today's high-performance software is tailored meticulously to the underlying hardware, leveraging calculation rates on the order of billions of floating point operations per second (flops) for graphical processing units, the hardware of choice for large-scale computing.\textsuperscript{99} Network communication latency is an eternity compared to such optimized numerical operations, and inserting it between every multiplication would effectively ground applications to a halt.

A second computational cost challenge for MPC arises from conditional logic, the if-then-else statements pervasive at all levels of software. Without knowledge of the underlying values, it is impossible for MPC nodes to evaluate questions as simple as whether one number is greater than another, whose result nevertheless governs the remainder of the computation. Nodes must therefore travel every conditional path, computing every possible sequence of operations, whose number grows exponentially with the number of conditionals—an impossibility in real-world applications.\textsuperscript{100}

Despite its practical challenges, MPC is the aspiration of Enigma, a blockchain startup aiming to support self-described secret contracts on public blockchains.\textsuperscript{101} In the Enigma model, the blockchain manages data access permission and public data, including nonsensitive references to secret data (distinct from the cryptographic references), while the Enigma network is responsible for calculations involving sensitive data.

While Enigma and the cryptography research community work to advance MPC, Enigma has replaced it with a technology that exists today: secure hardware enclaves. Secure enclaves encrypt both computer code and the data it operates on, shielding them from even the computer's operating system. They offer confidential computing as well as an attestation that the result was produced, as intended, by the enclave, and not a rogue third party. Enigma nodes are required to use Intel chips supporting Software Guard Extensions (SGX), Intel's implementation of the technology.

Competing secure enclave implementations exist, such as ARM's TrustZone and Secure Encrypted Virtualization—an enclave for cloud computing—as well as Keystone, an open-source enclave.\textsuperscript{102} A sequence of high-profile exploits have called the enclave approach to transparent privacy into question, however, revealing that even these carefully protected data environments remain vulnerable.\textsuperscript{103} Closed source implementations such as SGX and TrustZone also arguably defeat the purpose of blockchain, putting network security in the hands of a single corporate entity, such as Intel.

\textsuperscript{99} Alberto Cano, “A Survey on Graphic Processing Unit Computing for Large-Scale Data Mining,” *Wiley Interdisciplinary Reviews: Data Mining and Knowledge Discovery* 8 no. 1 (February 2017), https://doi.org/10.1002/widm.1232.
\textsuperscript{100} Zyskind, Nathan, and Pentland, “Enigma: Decentralized Computation Platform with Guaranteed Privacy.”
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